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About Me
Cybersecurity executive (CISM),
author of Post-Quantum Ready:
The Executive Guide to Surviving
Cryptographic Collapse and
Building a Crypto Agile Future,
and a frequent contributor to
Fast Company. 

I have held leadership roles at
global firms including Accenture,
IBM, Wipro, and QuSecure, and
am a recognized voice on post-
quantum security and crypto-
agility, advising organizations on
how to prepare their
infrastructures for the coming
quantum era.
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National security data is critical for
protecting nations and allies.

NATIONAL SECURITY

Financial data includes banking
transactions and payment systems,
which are essential for economic
stability and trust.

FINANCIAL DATA

This infographic highlights data most at risk from
quantum threats.

QUANTUM THREAT
DATA

Healthcare data encompasses
medical records and genomic
information, pivotal for patient care
and research advancements.

HEALTHCARE DATA

Personal and identity data includes
PII and credentials, making it
vulnerable to malicious attacks.

PERSONAL DATA

INDUSTRIAL DATA
Industrial data involves utilities and
energy grids, crucial for maintaining
infrastructure and national security.

Quantum Risk Zone
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Utilities rely on encryption
for every function (SCADA,
telemetry, customer data).

NIST deprecates RSA & ECC
by 2030 (SP 800-131A).

Quantum machines
advancing faster than
predicted.

Quantum threat shortens the
event horizon: 'Harvest Now,

Decrypt Later'.

WHY PQC MATTERS NOW
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U.S. Standards & Mandates

OMB & CISA
DEADLINES:

COMPLIANCE BY 2027

DOE GUIDANCE: ENERGY
SECTOR-SPECIFIC PQC

ADOPTION.

FULL PQC MIGRATION
MUST BE COMPLETED

ACROSS ALL NATIONAL
SECURITY SYSTEMS

A N D  I N T R O  T O  C R Y P T O  A G I L I T YA N D  I N T R O  T O  C R Y P T O  A G I L I T YA N D  I N T R O  T O  C R Y P T O  A G I L I T Y

NIST PQC STANDARDS:
KYBER, DILITHIUM,

FALCON, SPHINCS+ 

2024
-25

WHITE HOUSE NSM-10:
CRYPTO INVENTORY &
MIGRATION ROADMAP

REQUIRED.

2022
-23

2027

2027

2035
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GLOBAL
STANDARDS
& MANDATES

EU Cyber Resilience Act :
secure cryptography

mandated.
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Japan: crypto-agile
energy grid strategies.Germany BSI & UK NCSC

frameworks for PQC
migration

Canada: PQC pilots in
critical infrastructure.
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# CRYPTO AGILITY: A
PRACTICAL SOLUTION

Swap cryptography without
ripping out systems.

Avoids forklift OT/SCADA
replacements.

Minimizes downtime &
operational disruption.

Future-proofed with
orchestrated crypto agility.
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Risk reduction against
quantum disruption
Compliance with NIST,
DOE, CISA, and global
mandates
Cost efficiency vs.
wholesale rip-and-replace

Benefits of
Crypto Agility



L E A R N  M O R E  N O W

Actionable
Roadmaps and
Results
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Quantum disruption is within your
planning horizon today
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